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NWI Research Directory Setup




Available on the VA network and through VPN, the Research Directory contains a list of all active and past personnel related to the research effort here at the VA.  It serves as the central source for general information on Research personnel.  Depending upon access level, it can provide information on:

1. Current contact information
1. Mail groups  
1. VA network security groups and VA information system access needs
1. Required training tracking
1. Protocol & committee assignments
1. Credentialing
1. Various other features utilized by the Research Administrative Office (RAO)

In order for you to be able to use all of its functionality, the following steps will need to be followed to properly set up “Trusted Locations” and shortcuts to access the database.




Step 1:	Open Microsoft Access
Step 2:	Click on the “File” tab in the upper left-hand corner  [image: ]

Step 3:	Click on the “Access Options” button
Step 4:	Click the “Trust Center” navigation option
Step 5:	Click the “Trust Center Settings…” button

[image: ]

Step 6:	Select the “Trusted Locations” navigation option if not already selected
Note: If the Path: “\ \vhav23fpc1\Nwi\Users#\ [your login username]” already exists, then your “P” drive has already been added to the trusted locations list.  Proceed to Step 12.

Step 7:	Check the box labeled, “Allow Trusted Locations on my network” 
Step 8:	Click on the “Add new location…” button 
[image: ]

Step 9:	Enter “P:\” (without the quotes) into the “Path:” field
Step 10:	Check the box labeled, “Subfolders of this location are also trusted”
Step 11:	Click “OK”
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“\ \vhav23fpc1\NWI\Users#\ [your login username]” will now be displayed in the Trusted Locations list (this is the actual network location of your “P” drive).  This will allow you to access the Research Directory database from any other computer you log into with your username settings and permissions.

Step 12:	Click “OK” for the remaining open dialogs and close MS Access.

Step 13:	Click on the link below to “open” the Update program which will copy the appropriate database files to your “P” drive and place a shortcut to the Research Directory on your desktop:

Ctrl+Click on this link  Research Directory Update

After the completion of the update, you should now be able to open the Research Directory without any restrictions to the functionality of the database.  When future updates become available, a popup message will appear when you open the directory; follow the instructions provided. It will not be necessary to go through the Trusted Location process unless you are using a different computer where this procedure has not been performed.
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